Puiipkip Bphwth hwdwjuwpwith. Ppujughwnnipni
2024, Vol. 15, No. 2(41), nkljnbudpkp, 158-172
httos://doi.ore/10.46991/BYSU:C/2024.15.2.158
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Abstract. This article provides a global perspective on the efforts to regulate artificial
intelligence (Al), a transformative force reshaping businesses, governments, and societies
globally. It examines the different approaches various countries and international organizations
take in response to the rapid advancements in Al technologies. As Al continues to transform,
there is a growing need for comprehensive regulatory frameworks to address its complex
ethical, social, and economic challenges. The article presents the Al regulatory strategies of
key jurisdictions, including the U.S., UK, Canada, China, Japan, Singapore, Israel, India, and
the European Union, influenced by their unique political, economic, and cultural contexts. It
also explores the initiatives of international and intergovernmental organizations such as the
United Nations, Council of Europe, G7, and OECD in establishing global standards and
guidelines for Al's ethical and responsible use. This overview is a valuable resource for
understanding the evolving landscape of AI governance. It provides a foundation for further
research and policy development to balance innovation with protecting public interests,
upholding human rights, and mitigating potential risks ™.
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Introduction

The rapid advancement of artificial intelligence (Al) is significantly impacting
businesses, governments, and societies worldwide. As technological innovations
progress at an unprecedented pace, the regulatory landscape has struggled to keep up.
Policymakers in emerging economies often emphasize the potential benefits of Al,
including reducing poverty, improving healthcare, addressing climate change, increasing
productivity, and enhancing education and governance. Their policy discussions often
concentrate on the numerous opportunities Al offers for development without the need
to regulate AL! In contrast, policymakers in more developed regions prioritize the risks
associated with Al, such as political interference, misinformation, algorithmic bias, mass
surveillance, privacy breaches, job displacement, inequality, the spread of autonomous
and nuclear weapons, cybersecurity threats, geopolitical tensions, and the potential risk
of a "superintelligence" that could act contrary to human interests, driving efforts to
regulate AL? As Al technologies reached a broader audience through commercialization,
the need for regulation to address these risks has become more urgent. The debate over
Al regulation has intensified, particularly following a letter issued on May 30, 2023, by
approximately 350 Al experts. This letter compared the risks posed by Al to global
threats such as pandemics and nuclear war, highlighting the immediate need for
regulatory action.® It significantly contributed to the worldwide dialogue on Al
regulation and is now gaining considerable attention across various jurisdictions
worldwide. Nevertheless, as a field of research, Al policy is still in the early stages. Only
in the last few years have national governments formally considered and adopted policy
frameworks explicitly discussing “Artificial Intelligence,” making decisions about Al
priorities and ambitions, and managing associated risks.* Unsurprisingly, countries are
adopting varied approaches to Al, each shaped by their unique legal frameworks, cultural
values, and traditions.’

Jurisdictions discussed in this article, such as the U.S., UK, Canada, China, Japan,
Singapore, Israel, India, and the EU, have been chosen for their significant global
influence and varied Al strategies. They offer perspectives from comprehensive
regulatory frameworks to flexible, sector-specific guidelines shaped by diverse political,
economic, and cultural contexts. Their leadership in Al innovation and active
participation in international forums such as the G7, OECD, UN, and others underscore
their essential role in shaping global Al governance trends.

European Union

In 2024, the European Union (“EU”) adopted its landmark EU Artificial Intelligence

! See Emma Klein and Stewart Patrick. Envisioning a Global Regime Complex to Govern Artificial
Intelligence—Carnegie Endowment for International Peace, March 21, 2024. [https://carnegieendowment.
org/research/2024/03/envisioning-a-global-regime-complex-to-govern-artificial-intelligence?lang=en].

2 See Ibid.

3 See Center for Al Safety, Statement on Al Risk. Al experts and public figures express their concern about
Al risk. [https://www.safe.ai/work/statement-on-ai-risk].

4 See Marc Rotenberg, A1 Policy Sourcebook (2019, 2020), see Artificial Intelligence and Democratic Values.
Index 2023. Center for Al and Digital Policy [https://www.caidp.org/reports/aidv-2023/] ISBN 979-8-9857883-
0-3. p. 49.

5 See Ibid for comprehensive information on countries' Al regulatory frameworks; see also OECD Al Policy
Observatory National Al policies & strategies section that provides a live repository of over 1000 Al policy
initiatives from 69 countries, territories, and the EU, [https://oecd.ai/en/dashboards/overview].
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Acts (“AT Act” or “Act”), the world’s first comprehensive regulatory framework for AT,
an all-encompassing and legally binding Al regulatory framework. The Act mirrors its
approach with the General Data Protection Regulation (GDPR), aiming to create a
comprehensive, cross-sectoral regulatory framework that can serve as a global
benchmark. The Act is integral to the European Commission's efforts to create a “Europe
fit for the digital age.” It plays a significant role in the extensive regulatory landscape
developed during the 2019-2024 term, which includes over ten significant digital
regulations covering the data economy, cybersecurity, and platform governance.® The
Act demonstrates the EU's proactive stance in developing a comprehensive digital
regulatory framework alongside other significant regulations, like the Digital Markets
Act and the Digital Services Act.®

The Al Act, often described as "horizontal," implements a risk-based framework to
regulate Al applications, classifying them based on their potential risks. This tiered
system of regulatory obligations is applied to a specifically enumerated list of Al
technologies. For instance, Al tools such as deepfakes, chatbots, and biometric analysis
must disclose their nature to affected individuals. Meanwhile, the Act imposes stricter
rules on high-risk applications and completely bans Al systems that pose "unacceptable
risks." These prohibited uses may include AI for social scoring, certain types of Al-
enabled manipulative technologies, and, with several important exceptions, biometric
identification by law enforcement in public spaces. The regulatory approach thus varies
depending on the Al application's specific type and risk level.!” The Act covers both
single-purpose and general-purpose Al and sets standards for market entry, oversight,
and governance to promote ecthical Al development and maintain public trust. It
encourages responsible and human-centric Al innovation while protecting democratic

¢ See Regulation (EU) 2024/1689 of the European Parliament and of the Council of 13 June 2024 laying down
harmonized rules on artificial intelligence and amending Regulations (EC) No 300/2008, (EU) No 167/2013,
(EU) No 168/2013, (EU) 2018/858, (EU) 2018/1139 and (EU) 2019/2144 and Directives 2014/90/EU, (EU)
2016/797 and (EU) 2020/1828 (Artificial Intelligence Act) (Text with EEA relevance)
[ http://data.europa.eu/eli/reg/2024/1689/0j].

7 On March 13, 2024, the EU Parliament approved the EU Al Act, published in the Official Journal of the
European Union on July 12, 2024. It came into force on August 2, 2024, initiating a phased implementation.
By February 2, 2025, bans on Al systems with unacceptable risks, such as emotion recognition, social scoring,
and biometric categorization, will take effect. Codes of conduct for Al will be implemented on May 2, 2025,
followed by governance rules and obligations for general-purpose Al on August 2, 2025. The complete
application of the Al Act, including high-risk Al provisions in Annex III, will commence on August 2, 2026,
with the entire Act fully in effect by August 2, 2027, including regulations for high-risk Al systems in
products covered by EU harmonization laws.

8 See, e.g., Deloitte, EU  Artificial  Intelligence  Act. Deep  Dive. 2024.
[https://www2.deloitte.com/content/dam/Deloitte/nl/Documents/deloitte-nl-digital-regulations-Al-Act-
deep-dive.pdf], Madiega, Tambiama. Artificial Intelligence Act: EU Legislation in Progress. PE 698.792,
European Parliamentary Research Service, September 2024, [Artificial intelligence act (europa.eu)]

? See Vassilis Koutsoumpas, 4 Look Across the Pond: A Comparison of Regulatory Efforts Around Al and
the Challenges Ahead, April 5, 2024 [https:/gppreview.com/2024/04/05/a-look-across-the-pond-a-
comparison-of-regulatory-efforts-around-ai-and-the-challenges-ahead/]; Vincenzo Tiani, Joe Jones and
Isabelle Roccia. Global AI Governance Law and Policy: EU, International Association of Privacy
Professionals, One Trust. Article Series. 2024, [https://iapp.org/resources/article/global-ai-governance-eu/].
10 See Alex Engler, The EU and U.S. Diverge on Al Regulation: A Transatlantic Comparison and Steps to
Alignment.” Brookings, April 25, 2023, [https://www.brookings.edu/articles/the-eu-and-us-diverge-on-ai-
regulation-a-transatlantic-comparison-and-steps-to-alignment/#top2]. Engler, Alex. "
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values, fundamental rights, and public health and safety. !' Furthermore, the Act aims to
standardize Al legislation across the EU, effectively manage Al risks and benefits,
establish dedicated governance bodies, and improve Al literacy at all societal levels.

United States

The United States currently lacks a comprehensive federal law specifically governing
Al Instead, Al regulation in the U.S. revolves around two main strategies: federal
agencies issuing guidelines and standards and relying on industry self-regulation. In
contrast to the EU’s comprehensive Al Act, the U.S. approach relies on voluntary
compliance and sector-specific guidelines.!? This approach is driven by the belief that
Al technology needs room to grow and develop before broad, binding regulations
become necessary. Several executive orders have been issued to shape federal policy and
practice related to Al governance, with various agency regulations focused on
government use of Al, leading to a fragmented regulatory landscape. Moreover, this
decentralized approach enables federal agencies to use their current authorities to address
Al-related issues, with agencies affirming that their current authorities extend to Al
technologies.!* Additionally, the flexibility in regulations allows individual states\ to
propose or enact their Al laws. !4

President Biden’s Executive Order on Safe, Secure, and Trustworthy Al (“EO”),
issued in October 2023, is the first centralized attempt to ensure that federal agencies’
Al initiatives are aligned with best practices and standards in safe, ethical, and
trustworthy Al. The EO builds on previous efforts, including combating algorithmic
discrimination and obtaining safety commitments from major U.S. tech companies like
Amazon, Google, Meta, Microsoft, and OpenAL'> Unlike the EU’s detailed legal
framework, the EO adopts a principles-based approach, encouraging responsible Al
development through broad guidelines emphasizing safety, innovation, and ethical
considerations. It outlines priorities such as enhancing Al safety and security, promoting
innovation, and protecting privacy without detailing specific regulations. This reflects a
more flexible regulatory environment, encouraging voluntary compliance and industry-
led standards. It introduces new standards for Al safety and security, requiring
developers to share safety test results and mandating government agencies to develop
tools to ensure Al systems are safe and secure. The order also addresses cybersecurity
by establishing a program to develop Al tools for identifying software vulnerabilities
and enhancing national security measures. To protect privacy, the EO prioritizes the

11 See, e.g., Deloitte, 2024; KPMG International, Decoding the EU Al Act, 2024
[https://assets.kpmg.com/content/dam/kpmg/xx/pdf/2024/02/decoding-the-eu-artificial-intelligence-act.pdf].
12 See Miige Fazlioglu, Global AI Governance Law and Policy, International Association of Privacy
Professionals, One Trust. Article Series, May 2024,

[https://iapp.org/media/pdf/resource center/global ai governance law policy series us.pdf].

13 See Chopra, Rohit, Kristen Clarke, Charlotte A. Burrows, and Lina M. Khan, Joint Statement on
Enforcement of Civil Rights, Fair Competition, Consumer Protection, and Equal Opportunity Laws in
Automated Systems. Consumer Financial Protection Bureau, April 2023, [https://www.eeoc.gov/joint-
statement-enforcement-civil-rights-fair-competition-consumer-protection-and-equal-0].

14 Ibid.; The U.S. has traditionally seen tech policy progress driven at the state level, as states can enact
legislation more swiftly than the federal government. As a result, states will likely continue to lead AL
regulation efforts without a federal law.

15 See Marcin Szczepanski. European Parliamentary Research Service. Members' Research Service, PE
757.605, January 2024,
[https://www.europarl.europa.eu/RegData/etudes/ATAG/2024/757605/EPRS_ATA(2024)757605_EN.pdf].
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development of privacy-preserving technologies and sets guidelines for federal data
usage. It also focuses on equity and civil rights by guiding the prevention of Al-driven
discrimination in housing, federal benefits, and criminal justice. For consumer
protection, it promotes responsible Al use in healthcare and education. The EO supports
workers by developing best practices to maximize Al's benefits and minimize labor
market disruptions. Additionally, it aims to foster innovation and competition by
boosting Al research and attracting skilled talent to the U.S. Internationally, the EO seeks
to expand U.S. leadership in Al through global collaborations and promoting ethical Al
standards. The order also enhances government use of Al by improving contracting
processes and increasing the hiring of Al experts, with detailed implementation guidance
provided by the Office of Management and Budget'®.

United Kingdom

The United Kingdom has adopted a light-touch, principles-based approach to Al
regulation, distinct from the more comprehensive regulatory frameworks in the EU. The
UK emphasizes flexibility and innovation, empowering existing sector-specific
regulators to develop governance models tailored to their respective industries. This
approach, outlined in the 2023 AI Regulation White Paper,!” (“White Paper”), avoids
rigid statutory regulation and promotes adaptability, allowing regulators to respond
dynamically to rapid technological advancements. The UK's Al regulatory strategy is
rooted in its National Al Strategy launched in 2021. This ten-year plan aims to position
the country as a global Al superpower. This strategy focuses on long-term investments,
ensuring Al benefits all sectors and regions, and establishing effective domestic and
international governance. The UK has also engaged in global Al safety efforts, such as
hosting the Al Safety Summit, which resulted in the Bletchley Declaration promoting
international Al safety standards.'® The White Paper and its subsequent response to
public consultation feedback on February 6, 2024 (the "Response")'?, suggest that the
UK does not plan to introduce comprehensive, cross-sectoral Al regulation soon. Instead,
the UK government favors a "principles-based framework" that allows existing sector-
specific regulators to adapt and apply Al guidelines within their authority areas.?’
However, shifting from this initially flexible stance, the King’s Speech?! on July 17,
2024, introduced plans for binding measures on Al, including legislation to regulate the
development of the most advanced Al models. The Digital Information and Smart Data

16 Ibid.

17 See Command Paper Number: 815, Presented to Parliament by the Secretary of State for Science,
Innovation, and Technology by Command of His Majesty on 29 March 2023. Crown copyright 2023,
ISBN: 978-1-5286-4009-1 [https://www.gov.uk/government/publications/ai-regulation-a-pro-innovation-
approach/white-paper].

18 See Marcin Szczepanski, and Lucille Killmayer. European Parliamentary Research Service. Members
Research Service, PE 762.285, April 2024,
[https://www.europarl.europa.eu/RegData/etudes/ATAG/2024/762285/EPRS_ATA(2024)762285_EN.pdf].
19 See Command Paper: CP 1019, ISBN: 978-1-5286-4565-2, Unique Reference: E03019481 02/24
Presented to Parliament by the Secretary of State for Science, Innovation, and Technology by Command of
His Majesty on 6 February 2024. [https://www.gov.uk/government/consultations/ai-regulation-a-pro-
innovation-approach-policy-proposals/outcome/a-pro-innovation-approach-to-ai-regulation-government-
response].

20 See White & Case LLP, Al Watch: Global regulatory tracker - United Kingdom, 2024
[https://www.whitecase.com/insight-our-thinking/ai-watch-global-regulatory-tracker-united-kingdom].

21 See The King’s Speech, 2024 [https://www.gov.uk/government/speeches/the-kings-speech-2024].

1
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Bill was also announced to include reforms in data-related laws to ensure the safe
development and deployment of new technologies, potentially including AL?2

Canada

Canada's approach to Al regulation is currently focused on developing a federal
framework through the proposed Artificial Intelligence and Data Act (AIDA), which is
part of the broader Bill C-27. This bill also encompasses the Consumer Privacy
Protection Act, the current federal privacy law update, and the Personal Information and
Data Protection Tribunal Act. 2> While AIDA aims to establish federal standards for
regulating Al, particularly for high-impact systems, it leaves many specifics to be
determined through future regulations. The provinces have yet to introduce laws directly
regulating Al, indicating that Canada's approach remains centralized mainly at the
federal level. Introduced in June 2022, AIDA has progressed through its second reading
and was referred to the Standing Committee on Industry Science and Technology in
April 2023.** The initial draft lacked detailed substantive content, deferring main
regulatory elements, including compliance obligations and the definition of "high-impact
systems," to future rulemaking. In response to concerns, the Minister of Innovation,
Science, and Industry proposed substantial amendments in November 2023. However,
these amendments have not yet been adopted, and there is uncertainty about when AIDA
will come into effect, with some doubt about its passage before the next federal election
deadline in October 202523, There have also been calls to remove AIDA from Bill C-27
and undertake a more comprehensive overhaul, reflecting ongoing debates about the best
approach to Al governance in Canada.?®

China

Between 2017 and 2020, the government took a cautious approach to Al,
emphasizing its strategic importance and promoting industry self-regulation. During this
time, the 2017 Plan of Next Generation Al Development?” was released, and advisory
committees were established, but there were no mandatory rules targeting Al
technologies. From 2020 to 2022, China began introducing voluntary national standards
to guide Al development, signaling the start of regulatory oversight. This period focused
on finalizing key data protection laws, including the Personal Information Protection
Law,?® which set the stage for future Al-specific regulations. The Data Security Law

22 See The King’s Speech background notes, 2024
[https://assets.publishing.service.gov.uk/media/6697f5c10808eaf43b50d18e/The King s Speech 2024 ba
ckground_briefing notes.pdf].

2 See White & Case LLP, Al Watch: Global regulatory tracker — Canada, 2024
[https://www.whitecase.com/insight-our-thinking/ai-watch-global-regulatory-tracker-canada].

24 See C-27, Digital Charter Implementation Act, 2022 [https://www.parl.ca/LegisInfo/en/bill/44-1/C-27].
5 See Alex LaCasse, Canadian Parliament's Bill C-27 hearing delves deeper into AIDA, International
Association of Privacy Professionals, 2023 [https://iapp.org/news/a/canadian-parliaments-bill-c-27-hearing-
delves-deeper-into-aida/].

2 Ibid.

27 See State Council of the People's Republic of China. Notice on the Development Plan of the New
Generation of Artificial Intelligence. No. 35, July 8, 2017 [https://www.gov.cn/zhengce/content/2017-
07/20/content_5211996.htm].

28 See Rogier Creemers and Graham Webster. Personal Information Protection Law of the People’s
Republic of China: Translation. DigiChina, August 20, 2021. Last revised: September 7, 2021.
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20212° supplemented the Cybersecurity Law 2016,3° which became effective on June 1,
2017. Since 2022, China has moved towards direct supervision of Al technologies, with
the Cyberspace Administration of China implementing mandatory regulations. These
include the 2021 Recommendation Algorithm Provisions®!, the 2022 Deep Synthesis
Provisions32, and the 2023 Generative Al Measures.>> The Generative Al Measures are
the country’s first administrative regulation explicitly targeting the management of
generative Al services. They aim to promote the responsible development and use of
generative Al technology while protecting national interests and citizens' rights. These
measures are part of a broader regulatory framework that includes laws on cybersecurity,
data security, personal information protection, and scientific progress. They seek to
balance innovation with security by encouraging Al development while mitigating risks
such as manipulating public opinion and disseminating misleading information. They
also address societal concerns like data breaches, fraud, privacy violations, and
intellectual property issues. The measures establish oversight mechanisms, complaint
procedures, and penalties for non-compliance, coordinating various stakeholders in the
generative Al sector. Several key government bodies, including the Cyberspace
Administration of China and the Ministry of Public Security, jointly released this
regulation.

Japan

Japan's approach to Al governance is defined as "agile governance," focusing on
flexibility and quick adaptation to evolving Al technologies. On April 19, 2024, the
Japanese government released new Al Guidelines for Business Version 1.03*, which
consolidated previous guidelines to balance societal and individual rights while
encouraging innovation.?> Although not legally binding, these guidelines encourage
voluntary compliance with recognized Al principles and a risk-based approach among
developers, providers, and business users. The guidelines promote an iterative

[https://digichina.stanford.edu/work/translation-personal-information-protection-law-of-the-peoples-
republic-of-china-effective-nov-1-2021/].

2 See China Law Translate. Data Security Law of the PRC. June 10, 2021.
[https://www.chinalawtranslate.com/en/datasecuritylaw/].

30 See Rogier Creemers, Graham Webster, and Paul Triolo. Cybersecurity Law of the People’s Republic of
China: Translation. DigiChina, June 29, 2018. [https://digichina.stanford.edu/work/translation-
cybersecurity-law-of-the-peoples-republic-of-china-effective-june-1-2017/].

31 See the Internet Information Service Algorithmic Recommendation Management Provisions 2021
(effective 1 March 2022), [https://www.gov.cn/zhengce/zhengeeku/2022-01/04/content 5666429 .htm)].

32 See the Internet Information Service Deep Synthesis Management Provisions 2022 (effective 1 January
2023), [https://www.gov.cn/zhengce/zhengeceku/2022-12/12/content 573143 1.htm].

33 See the Measures for the Management of Generative Artificial Intelligence Services 2023 (effective 15
August 2023), [https:/www.cac.gov.cn/2023-07/13/c_1690898327029107.htm], see also Yirong Sun and
Jingxian Zeng. China’s Interim Measures for the Management of Generative Al Services: A Comparison
Between the Final and Draft Versions of the Text, Future of Privacy Forum, April 22, 2024.

3% See Ministry of Internal Affairs and Communications Ministry of Economy, Trade and Industry.
AI Guidelines for Business Verl.0, April 19, 2024,
[https://www.soumu.go.jp/main_content/000943087.pdf].

35 See White & Case LLP, Al Watch: Global regulatory tracker — Japan, 2024
[https://www.whitecase.com/insight-our-thinking/ai-watch-global-regulatory-tracker-japan]. See also,
Hiroki Habuka, Japan’s Approach to AI Regulation and Its Impact on the 2023 G7 Presidency, Center for
Strategic and International Studies, February 14, 2023, [https://www.csis.org/analysis/japans-approach-ai-
regulation-and-its-impact-2023-g7-presidency].
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governance model involving continuous cycles of risk analysis, goal setting, system
design, operation, and evaluation across various governance systems.’® Japan's Al
regulation is based on a human-centered approach, as highlighted in the 2019 Social
Principles of Human-Centered AI*7, which emphasizes human rights, privacy, security,
fairness, accountability, and transparency in Al development. The goal is to create an
"Al-ready society" where Al supports a sustainable, human-centered environment. Japan
mainly regulates Al through existing laws, such as the Copyright Act, Personal
Information Protection Law, Unfair Competition Prevention Act, Antimonopoly Law,
and Economic Security Promotion Act, rather than specific Al legislation.?®

Japan has introduced the Hiroshima International Guiding Principles for
Organizations Developing Advanced Al Systems to promote global standards for safe,
secure, and trustworthy AL3® The AT Strategy Council, a government advisory body, was
established to maximize Al's potential while mitigating risks. On May 22, 2024, the
Council submitted draft discussion points on future Al regulation. Additionally, a
working group has proposed the "Basic Act on the Advancement of Responsible AL"
which would shift Japan's Al regulation from a "soft law" approach to a "hard law"
framework. This proposed law would regulate specific generative Al foundation models,
requiring government-designated Al systems and developers to adhere to strict vetting,
operation, and reporting standards, with penalties for non-compliance. This marks a
significant move towards more formal Al regulation in Japan.

Singapore

Singapore has taken a proactive stance with its National Al Strategy, which includes
the 2019 launch of its Model Al Governance Framework (2019, updated in 2020),%°
which provides detailed guidance to private sector organizations to address key ethical
and governance issues when deploying Al solutions. This framework is supported by an
Implementation and Self-Assessment Guide for Organizations and a Compendium of
Use Cases, which showcases practical examples of Al governance at the organizational
level.*! Singapore's approach to Al regulation emphasizes "soft law," using nonbinding
guidelines and recommendations rather than formal regulations. Singapore has adopted
a sectoral approach to Al regulation, with various ministries and regulatory bodies
issuing industry-specific guidelines. Key initiatives include the Monetary Authority of
Singapore's Veritas framework for fairness, ethics, accountability, and transparency in
Al within the financial sector and the Ministry of Health's Al in Healthcare Guidelines,
introduced in 2021 to ensure patient safety and trust.*? In response to the rapidly evolving

36 See White & Case LLP, Ibid.

37 See Hiroki Habuka, ibid. [https://www.cas.go.jp/jp/seisaku/jinkouchinou/pdf/humancentricai.pdf].
38 See Ibid.

39 See G7 2023 Hiroshima Summit. The Hiroshima Process International Code of Conduct for
Organizations Developing Advancing Al Systems, 2023 [https://www.mofa.go.jp/files/100573473.pdf].
40 See Info-Communications Media Development Authority and Personal Data Protection
Commission. Artificial Intelligence Governance Framework Model, Second Edition, 2020
[https://www.pdpc.gov.sg/-/media/Files/PDPC/PDF-Files/Resource-for-

Organisation/Al/SGModel AlGovFramework2.pdf].

41 See Joe Jones and Darren Grayson Chng, Global AI Governance Law, and Policy: Singapore,
International Association of Privacy Professionals, One Trust. Article Series. 2024,
[https://iapp.org/resources/article/global-ai-governance-singapore/], [https://www.pdpc.gov.sg/-
/media/Files/PDPC/PDF-Files/Resource-for-Organisation/Al/SGlsago.pdf].

42 See Joe Jones and Darren Grayson Chng, /bid.
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AT landscape, Singapore updated its national Al strategy in 2024, NAIS 2.0.** This
strategy focuses on two main goals: advancing Al to maximize value creation and
empowering stakeholders to use Al confidently and responsibly. A draft Model Al
Governance Framework for Generative Al (2024 Framework) * was developed in light
of the recent developments in generative Al. This new framework aims to build upon the
2020 Framework by tackling emerging challenges associated with generative Al and
offering guidance on best practices for evaluating the safety of generative Al models.
The framework includes nine dimensions: accountability, trusted data sources,
transparency, security, and leveraging Al for societal benefit. This framework
exemplifies Singapore's balanced approach to Al governance, ensuring innovation and
safety in Al development.

Israel

Israel has chosen a dynamic approach to Al regulation, favoring a strategic policy
framework based on existing regulatory structures, "soft law," and globally accepted
principles over formal legislation. This approach harmonizes regulations across
industries and activities, promoting responsible Al innovation while remaining adaptable
to changing global standards.*> On December 13, 2023, the Minister of Innovation,
Science, and Technology officially endorsed a policy paper outlining Al principles,
regulations, and ethics, marking Israel's first formal Al policy.* The policy emphasizes
a sector-specific regulatory approach using non-binding ethical principles and voluntary
standards. It allows for a potential shift to more comprehensive legislation if common
challenges arise across sectors. Israel's strategic goal drives this flexible approach to
maintain its position as a technological leader, leveraging its highly productive high-tech
industry, which contributes 18% of the nation's GDP and accounts for 50% of all
exports.*’” The policy aligns with international ethical Al principles and actively
contributes to global Al standards.*® The AI Policy has established a three-tiered
regulatory structure comprising existing regulators, a centralized Al knowledge and
coordination center, and a steering committee to manage Al governance. The knowledge
center, formed under a government mandate in February 2023, is tasked with
coordinating regulatory activities, fostering collaboration among regulators, advising the
government, and leading Israel's participation in international Al standardization efforts.
Although the center lacks direct decision-making authority, it is crucial in guiding
regulators and ensuring a cohesive approach to Al governance. This structure allows
Israel to adapt rapidly to technological advancements without the rigidity of formal

43 See Government of the Republic of Singapore, Singapore National Al Strategy, Al for the Public Good
for Singapore and the World, 2023 [https://file.go.gov.sg/nais2023.pdf].

4 See Info-Communications Media Development Authority and Al Verify Foundation, Proposed
Model AI Governance Framework For Generative Al Fostering a Trusted Ecosystem, 16 January 2024,
[https://aiverifyfoundation.sg/downloads/Proposed MGF Gen Al 2024.pdf].

45 See Dan Or-Hof, Proactive caution: Israel’s Approach to Al Regulation, International Association of
Privacy Professionals, Opinion, 10 January, 2024 [https://iapp.org/news/a/proactive-caution-israels-
approach-to-ai-regulation].

46 See Ministry of Innovation, Science, and Technology, Israel’s Policy on Artificial Intelligence.
Regulations and Ethics, 2023. [https://www.gov.il/BlobFolder/news/most-
news20231218/en/Israels%20A1%20Policy%202023.pdf].

47 See Israel Innovation Authority, 2023 Annual Report, the State of the High-Tech
[https://innovationisrael.org.il/en/report/high-techs-contribution-to-the-economy/].

48 See Dan Or-Hof, Ibid.
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legislation, which could impose additional burdens on companies navigating
international markets.

India

India's approach to regulating AI focuses on maintaining a balance between
innovation and ethical considerations. It emphasizes utilizing guidelines and frameworks
rather than strict laws. The NITI Aayog, India's primary public policy think tank, has
played a significant role in developing the National Strategy for Artificial Intelligence
(#AIForAll) since 2018, which targets key sectors like healthcare, agriculture, education,
smart cities, and mobility.** This strategy aims to adapt Al technologies to India's unique
needs, enhance human capabilities, and address challenges such as access, affordability,
and skilled expertise shortages. In 2021, the NITI Aayog released two key documents:
"Principles for Responsible AI’" and "Operationalizing Principles for Responsible
AL>" which set ethical guidelines and outline government and private sector actions to
ensure responsible Al deployment. These documents emphasize regulatory and policy
interventions, capacity building, and ethics by design. The Ministry of Electronics and
Information Technology (MeitY) has further contributed by forming committees on Al
to address development, safety, and ethical concerns and launching the "India AI"
program to guide Al innovation and workforce development.’?> India's regulatory
framework also includes the Digital Personal Data Protection Act of 2023, addressing
privacy issues related to Al. On the international front, India is actively involved in the
Global Partnership on Artificial Intelligence and collaborates with global bodies to align
its standards with international best practices. The Bureau of Indian Standards (BIS) is
developing Al standards for safety and interoperability, promoting alignment with global
benchmarks like ISO standards. While India has taken a pro-innovation stance by
developing policies and guidelines, it remains cautious about implementing rigid
regulations. This flexible approach allows the country to prioritize workforce
mobilization and adapt Al technologies to its unique cultural and economic context. By
fostering a dynamic Al ecosystem, India aims to leverage Al for growth while preparing
for comprehensive regulations in the future, addressing emerging concerns, and avoiding
outdated or overly restrictive laws.>

In summary, the race to regulate Al is intensifying, with countries adopting different
strategies influenced by their political systems, economic priorities, cultural attitudes,

4 See NITI Aayog, National Strategy for Artificial Intelligence, June 2018
[https://www.niti.gov.in/sites/default/files/2023-03/National-Strategy-for-Artificial-Intelligence.pdf].

0 See NITI Aayog, Approach Document for India Part 1 — Principles for Responsible Al February 2021,
[https://www.niti.gov.in/sites/default/files/2021-02/Responsible-Al-22022021.pdf].

5! See NITI Aayog, Approach Document for India Part 2 - Operationalizing Principles for Responsible Al,
August 2021, [https://www.niti.gov.in/sites/default/files/2021-08/Part2-Responsible-Al-12082021.pdf].

32 See Rahul Kapoor, Shokoh H. Yaghoubi, Theresa T. Kalathil, A Regulation in India: Current State
and Future Perspectives, Morgan Lewis, January 26, 2024,
[https://www.morganlewis.com/blogs/sourcingatmorganlewis/2024/01/ai-regulation-in-india-current-state-
and-future-perspectives?p=1].

3 See, e.g., Arjun Adrian D'Souza, India's foray into regulating AI, International Association of Privacy
Professionals 24 April 2024, [https://iapp.org/news/a/indias-foray-into-regulating-ai]; Joshi, D. (2024). Al
governance in India — law, policy, and political economy. Communication Research and Practice, 1-12.
[https://doi.org/10.1080/22041451.2024.2346428]; Bharati, Rahul, Navigating the Legal Landscape of
Artificial Intelligence: Emerging Challenges and Regulatory Framework in India (July 14, 2024). Available
at SSRN: [https://ssrn.com/abstract=4898536 or http://dx.doi.org/10.2139/ssrn.4898536].
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and technological contexts. Some jurisdictions, such as the U.S. and the UK, follow a
market-driven approach, relying on minimal state intervention and utilizing voluntary
standards and light-touch regulations to encourage innovation and economic growth. In
contrast, China exemplifies a state-driven approach, where significant government
control and strict regulations align Al development with state objectives and maintain
political stability. The European Union leads a rights-driven approach, protecting
fundamental rights and mitigating risks through comprehensive regulations like the Al
Act.

Democratic nations emphasize transparency and public involvement, resulting in
inclusive policy frameworks that minimize social harm. These frameworks often employ
a "risk-based" approach, tailoring regulations to mitigate risks to core values such as
privacy, non-discrimination, and security. Some jurisdictions also recognize the diverse
applications of Al by implementing sector-specific rules alongside broader, cross-sector
regulations to address unique challenges across different industries. Cultural attitudes
toward privacy and technology significantly influence these regulatory choices, with the
EU strongly prioritizing data protection and individual rights, while other regions may
adopt more relaxed approaches.

Despite these varied strategies, no single nation can effectively manage the potential
risks of Al alone, much like the global challenges of climate change or pandemics. A
unified global effort is necessary to ensure that Al development and deployment serve
the public good, uphold human rights, and foster trust and safety in emerging
technologies. Countries must collaborate nationally and internationally to enhance
safety, prevent the proliferation of harmful AI applications, and establish clear
boundaries against dangerous uses of Al

Multilateral Initiatives

Along with national Al regulation efforts, international organizations and multilateral
bodies have also stepped forward to address the challenges and opportunities presented
by Al on a global scale. Their recognition of this technology's significant impact on
human rights, economic development, and international security underscores the need
for a responsible and ethical global use of Al. From the United Nations to the G7 and
beyond, a growing awareness of Al risks since the mid-2010s has driven the
establishment of frameworks, principles, and standards for guiding Al's ethical and
responsible use worldwide. Prominent examples include the European Union’s 2019
Ethics Guidelines for Trustworthy AL* the Recommendation of the Council on
Artificial Intelligence by the OECD in 2019 (updated in 2024),° and the
Recommendation on the Ethics of Artificial Intelligence by the United Nations
Educational, Scientific and Cultural Organization (UNESCO) in 2021.° These
publications highlighted the necessity of aligning Al development with fundamental
values like human rights, democracy, sustainability, and core principles such as fairness,

4 See High-Level Expert Group on Al. Ethics Guidelines for Trustworthy Al European Commission,
April 8, 2019. [https://digital-strategy.ec.europa.eu/en/library/ethics-guidelines-trustworthy-ai]; Hiroki
Habuka, /bid.

55 See Organisation for Economic Co-operation and Development (OECD), Recommendation of the
Council on Artificial Intelligence [https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0449].
%6 See UNESCO Recommendation on the Ethics of Artificial Intelligence
[https://unesdoc.unesco.org/ark:/48223/pf0000381137].
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privacy, safety, security, transparency, and accountability. It's important to note that this
article does not cover all organizations and initiatives related to Al governance; it is
limited to the major ones.

United Nations

The United Nations (UN) adopted a landmark resolution on steering the use of
artificial intelligence toward global good on March 21, 2024, entitled "Seizing the
opportunities of safe, secure and trustworthy artificial intelligence systems for
sustainable development" (document A/78/1..49),%” which it adopted without a vote. The
Assembly resolved to bridge the artificial intelligence (Al) and other digital divides
between and within countries and promote safe, secure, and trustworthy Al systems to
accelerate progress towards fully realizing the 2030 Agenda for Sustainable
Development. The resolution encourages countries to safeguard human rights, protect
personal data, and monitor Al risks on a non-legally binding basis, complementing the
work of other UN bodies like the International Telecommunication Union (ITU),
UNESCO, and the Human Rights Council. While the UN cannot pass laws or regulations
on Al, the General Assembly can initiate studies and make recommendations to promote
the development of international law.>3

Council of Europe

On May 17, 2024, the Council of Europe (CoE) adopted the first-ever international
treaty to ensure the respect of human rights, the rule of law, and democratic legal
standards in the use of Al systems (the “Al Convention").>® The AI Convention is
intended as a "global legally binding instrument." It covers the entire Al lifecycle and is
open to European and non-European countries. It emphasizes a risk-based approach,
requiring transparency, oversight, and accountability in Al systems across public and
private sectors. The Al Convention requires each CoE signatory to (i) take measures to
ensure accessible and effective remedies for human rights violations resulting from the
activities within the lifecycle of artificial intelligence systems and (ii) ensure that
procedural guarantees, safeguards, and rights, under applicable domestic and
international law, are available to affected individuals.". The Al Convention will be open
for signature by the EU and countries on and from September 5, 2024

G7

The G7 nations have advanced the Comprehensive Policy Framework for the
Hiroshima Al Process. In May 2023, the Hiroshima Al Process was initiated during the
G7 Hiroshima Summit under Japan's leadership to foster international dialogue. In

57 See [https://documents.un.org/doc/undoc/1td/n24/065/92/pdf/n2406592.pdf],
[https:/news.un.org/en/story/2024/03/1147831]; [https://press.un.org/en/2024/ga12588.doc.htm].

8 See White & Case LLP, Al Watch: Global regulatory tracker - United Nations, 2024
[https://www.whitecase.com/insight-our-thinking/ai-watch-global-regulatory-tracker-united-nations].

% See Council of Europe, Council of Europe Framework Convention on Artificial Intelligence and Human
Rights, Democracy and the Rule of Law, CETS No. 225, September 5, 2024 [https://rm.coe.int/1680afae3c];
see also [https://www.coe.int/en/web/portal/-/council-of-europe-adopts-first-international-treaty-on-
artificial-intelligence]; [https://www.coe.int/en/web/artificial-intelligence/the-framework-convention-on-
artificial-intelligence].

¢ The CoE has several binding and non-binding instruments that influence Al system development and use.
Key examples include the European Convention on Human Rights, the Guidelines on Al and Data
Protection, the European Ethical Charter on Al in judicial systems, and the Convention for the Protection of
Individuals regarding Automatic Processing of Personal Data.
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December 2023, this culminated in the creation of the world's first global framework,
the Hiroshima AI Process Comprehensive Policy Framework®!, which is based on four
pillars: (i) the International Guiding Principles for Organizations Developing Advanced
Al Systems (the "Guiding Principles")®? (ii) the International Code of Conduct for
Organizations Developing Advanced Al Systems (the "Code of Conduct")®® designed to
supplement the Guiding Principles and provide voluntary guidance to organizations
developing Advanced Al systems; (iii) analysis of priority risks, challenges, and
opportunities of generative Al; and (iv) project-based cooperation supporting the
development of responsible Al tools and best practices. The Guiding Principles and the
Code of Conduct are not legally binding, but they are expected to impact international
politics significantly. The G7 does not have the authority to create laws related to Al or
its implementation. However, the G7's Al Regulations state that its members must follow
their obligations under international human rights law. Private sector activities should
adhere to global frameworks such as the United Nations Guiding Principles on Business
and Human Rights and the OECD Guidelines for Multinational Enterprises.®

OECD

The Organization for Economic Co-operation and Development (OECD) has
made significant progress in establishing principles and guidelines for Al's ethical
development and use. The OECD's Al Principles®, endorsed by numerous countries,
highlighting the importance of transparency, accountability, and fairness in Al systems.
These principles have laid the groundwork for various national and international Al
strategies. The OECD's Recommendation of the Council on Artificial Intelligence®®,
adopted by 46 governments as of July 2021, contains the OECD's Al Principles and Five
recommendations to be implemented in the adherents' national policies and international
cooperation for trustworthy AI. The adhering governments have committed to
promoting, implementing, and adhering to the Recommendation. These Principles align
with other Al initiatives, including the G7's Hiroshima Al Process Comprehensive Policy
Framework.

In summary, creating a unified framework for Al governance poses challenges to
international organizations and multilateral bodies due to Al technologies' complex and
evolving nature. There is a collective effort to establish global standards for ethical and
responsible Al use; however, it is challenging due to many factors, including aligning
diverse geopolitical interests and regulatory philosophies. These efforts underscore the
importance of continued international cooperation to address the multifaceted challenges
posed by Al

¢! See G7 Hiroshima Summit. Hiroshima Al Process Comprehensive Policy Framework. May 2023
[https://www.japan.go.jp/kizuna/ userdata/pdf/2024/spring2024/hiroshima_ai_process.pdf].

62 See G7 Hiroshima Summit. Hiroshima Process International Guiding Principles for Organizations
Developing Advanced AI Systems. October 30, 2023. [https://digital-
strategy.ec.europa.eu/en/library/hiroshima-process-international-guiding-principles-advanced-ai-system].
6 See Ibid.

6 See White & Case LLP, Al Watch: Global regulatory tracker - G7, 2024,
[https://www.whitecase.com/insight-our-thinking/ai-watch-global-regulatory-tracker-g7].

%5 See Principles for trustworthy Al, [https://oecd.ai/en/ai-principles].

% See Recommendation of the Council on Artificial Intelligence
[https:/legalinstruments.oecd.org/en/instruments/oecd-legal-0449].
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Conclusion

The regulation of Al varies worldwide, with each country taking different approaches
based on its priorities, legal traditions, and cultural values. As Al technology advances
and has a more significant impact, countries work to balance promoting innovation and
safeguarding public interests while managing potential risks. While some countries like
the EU have established detailed and enforceable regulatory frameworks, others,
including the U.S., the UK, and Israel, have adopted more flexible, industry-specific
guidelines or non-binding principles to encourage innovation and development.

International organizations and multilateral bodies are becoming more involved in
shaping the global Al governance landscape. They recognize technology’s significant
implications for human rights, economic development, and international security.
Initiatives by the UN, Council of Europe, G7, and OECD highlight a collective effort to
establish ethical standards and guidelines beyond national borders, promoting
responsible and sustainable Al development worldwide.

While the rapid advancement of Al technologies underscores the importance of
having consistent, flexible, and globally aligned regulatory frameworks, due to the
complex nature of Al regulation, the involvement of diverse actors, and the geopolitical
context, a unified global solution for Al governance is unlikely to be achieved. Most
efforts to regulate Al and manage its opportunities and risks will occur nationally.

SURTYPY YUIESUL — Uphbunmulwi pubwluwimpnul jupqun/npfud hunfwopnup-
hughb pulipkph phnphwhnip piniypuwghpp. — Unyu hnpubnid ntuntdtwuhpynud Eu vowap-
ptp tpypukph b dhpwqquyhtt juquultpympiniuttph Ynndhg Yhpunyny dninkgmdub-
np wphbunwlut putwluinipjut (UR) nkhuininghwtph wpwq qupgqugnidutph hw-
dwwnbpunnmu: Lwth np UA-u pupnitwlnid |k wpwgq qupquiing, jupbnpynud | hudw-
wupthwl Jupquujnpnn opgwluljubph Alunfnpnidp’ winpunueiuym UR-h kphlju-
Jul, unghwjulju b nbnbkuwlwb pupg jpughpiubphts: Zonpdwsp tkpuyugund £ UUL-
h, Uks Pppunnwuthuyh, Ywtwnuygh, Qhtwunnuth, Swynthuygh, Uhtiquuniph, Pupuygbih,
Zipjuunuih b GBYpnyulwit Uhmpjub UR npnpunh jupquignplut nuqiudupnpe-
mnibukpp, npntp dbwynpynid ki ipubg punupuljub, ninbuwljwb b dywlnipught hw-
dwwnbpunbpnd: Pugh wyn, hnpJust wiunpununumd £ UUY-h, Gypnwwgh junphpyp,
G7-h, S2QU-h b hwdwtdw Uhowqquyhtt b dhounwupuljut juqulpynipniuit-
pp UL-h kphuljwt b yunuupwiunm oquugnpstdwl ginpur suthwitholitp b nunb-
gnygubp vwhdwubnt twpwdknimpnitubpht: Unwewnpynn juinhpubph ybpnisnipe-
it Juplinp phunipu £ hwuljuogm UR npnpunh jupujwupdub wpug qupqugnn dh-
gwuypp: Uju oqunufjuip Yuipnn E (huk wwppbp Epyplkph punupuljuimipyub dpwl-
dwl, phqubulbph Ynndunpnodwt, hyybu twb UL Yhpwnny dwubwglntbph b hbnw-
qnuinnibph hwdwp wewlghim hwbpuiht swhtph yuonwywbmppubp, dwpym hpu-
Yniuputiph yuwhywudwip b htwpwynp nhuljipp denubno:

Pwwph purtp — wphbvnwlul pululwbnipmne s, wphbumulwl pulufuwiniepul
Jupquu/npnidblp, wphkunwlwl pubulwingeywl upugupnid, wphkunwlwl pu-
hwlwbnippul punupwlwinipul spowlmlhlp, yunwupnmbunnn wphbumnwjul
pwlnulmbnipini b, Bphlulwl wphbunwmlwl pubwluwingent i
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TATEBUK JABTSAH - 0630p mupogvix ycunuii no pezyauposaHuro UcCKycCHEEHHO20
unmennekma. — HacTosmmas cTaThsi NPENOCTABISCT MNIOOANBHBIM B3IV Ha YCHIHS IO
peryaupoBaHuio McKyccTBeHHOro uHremwiekra (M) — TpaHchopMupyroliei Chitbl, KOTOpas
MeHsleT OW3HeC, NMpaBUTENbCTBA M OOIIECTBa IO BceMy MHpY. B craTbe paccmarpuBaroTcs
pa3nu4Hble MOAX0/bl, KOTOPBIE CTPAHbI X MEXAYHapOAHbIE OPraHU3allii IPUMEHSIOT B OTBET Ha
ObIcTpBIe nocTrkeHus B obactu TexHonoruid U. ITo mepe pasButust UM Bo3HuKaeT pactymias
MOTPEOHOCTh B KOMIUICKCHBIX HOPMATHBHBIX paMKax Ul PEIICHUS CIIOXKHBIX ITHYECKHX,
COLIMAIBHBIX M SKOHOMHYECKHX HpoOieM, cBs3aHHbIX ¢ M. B craThe mpuBoasTCs cTpareruu
perymupoBanuss UM kmroueBbix topucaukiuii, takux kak CIIA, BenukoOpuranus, Kanana,
Kurait, Snonwms, Cunranmyp, Wspawns, Wuaus u EBponeidckuil coro3, y4MTHIBAIOIIUE HX
YHHUKaJIbHbIE IOJUTUYECKHE, DKOHOMHUYECKME M KYJIbTypHbIE KOHTEKCThl. Takke B cTaTbe
AQHATM3UPYIOTCS MHUIIMATHBBI MEXKTYHAPOAHBIX U MEKIPABUTEIbCTBEHHBIX OpPraHU3alNi, TAKUX
kak OOH, Coser Eppombl, G7 u ODCP, HanpaBieHHble Ha YCTAHOBJCHHE TJIO0AIBHBIX
CTaHJAPTOB U PYKOBOJSIIUX NMPHUHIMIIOB Ul STUYHOTO U OTBETCTBEHHOI0 Mcrosb3oBanusa MU.
Cratbs SBII€TCS LIEHHBIM PECYPCOM JUIsl TOHUMAaHHS Pa3BUBAIOIIErocs JaHAmAa(Ta yIpaBIeH s
NN. OHna chnyXUT OCHOBOM JUIi JAJbHEWINIMX HCCIENOBaHMA W pa3pabOTKU MOJUTHUKH,
HaNpaBIeHHOW Ha OamaHC MeXIy HWHHOBAIMAMHM, 3alIUTONH OOLIECTBEHHBIX WHTEPECOB,
cOOJII0/IEHNEM TIpaB YEJIOBEKa U CHIDKEHHEM ITOTSHIUAIBHBIX PUCKOB.

KnroueBnie cioBa: Hckyccmeennuiii unmennekm, Pezynuposanue uckyccmeeHH020 uHmeniekma,
Vnpaenenue uckyccmeennvim unmennekmom, Pamku noaumuku uckyccmeeHHO20 uxmenieKkma,
OmeemcmeeHHblll UCKYCCMBEHHbLL UHMELNEKM, DMULeCKUll UCKYCCIMEEHHbIU UHMELTEeKM



